AlienVault® USM Anywhere™ — Quick Start Guide for Azure
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] An Azure account with privileges
[] Administrative credentials for any Linux (SSH) and Windows

Bring Your Own License enabled.

(WinRM) VMs on which you intend to run authenticated scans for

hybrid cloud,

vulnerabilities, software packages, and running services o st o
[] Administrative access to Active Directory within Azure . -
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[] A virtual network inside the resource group —~ uN Azu re [ ma e NG
[] A subnet inside the virtual network [
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[] A storage account R
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Create Application in Active Directory &
Obtain Azure API Credentials

Authentication Code Credentials %

Connect Sensor to USM Anywhere Launch the Setup Wizard
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AlierVault can collectinformation rom Azure service, Cick here 1o learn mare Anyunere.
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For further information, please check out the USM Anywhere Sensor deployment instructions on Microsoft Azure
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Need Help?
- N You can contact AlienVault Support.

Not sure how or where to get your question answered? No problem. We are here to help: support@alienvault.com « 1(888) 613-6023 - US Only « +1 (650) 713-3333 - US & Outside « www.alienvault.com



https://www.alienvault.com/support
mailto:support%40alienvault.com?subject=
http://www.alienvault.com
https://www.alienvault.com/documentation/usm-anywhere/deployment-guide/azure/about-azure.htm

